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【重要】当社を騙った偽メールについて 

【Important Notice】Fraudulent Emails Impersonating Our 

Company 

 

平素より当社商品、サービスをご利用いただき、誠にありがとうございます。 

 

現在、当社ドメインを偽装した電子メールが海外に向けて配信されていたことが確認され

ております。 

当該メールは当社事業とは一切関係のない内容で送信されている当社を騙った偽装メール

であり、当社から皆様へ業務に関連のないご案内を差し上げることはございません。 

つきましては、このような不審なメールを受信された場合には、ウイルス感染や情報を不

正に抜き取られる危険がございますので、下記の点にご注意くださいますようお願い申し

上げます。 

 

 

■被害に遭わないための注意事項 

・不審なメールに記載された URL をクリックしない 

・不審なメールに添付されたファイルを開かない 

・不審なメールには返信しない 

・不審なメールは速やかに削除する 

・不審なメールの求めに応じた個人情報の入力を行わない 

 

何卒ご注意くださいますようお願い申し上げます。 
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【Important Security Notice】 

Fraudulent Emails Impersonating Our Company 

 

 

Thank you very much for your continued use of our products and services. 

 

It has been confirmed that emails impersonating our company, in which our domain name has 

been spoofed, have been distributed to recipients outside Japan. 

 

These emails are fraudulent messages sent under the guise of our company and contain 

content that is completely unrelated to our business activities. Please note that we do not send 

communications that are unrelated to our business operations. 

 

If you receive any such suspicious emails, please be aware that there is a risk of malware 

infection or the unauthorized extraction of personal or confidential information. We 

respectfully ask that you exercise caution and carefully follow the precautions outlined below. 

 

 

Precautions to Prevent Potential Damage 

 Do not click on any links or URLs contained in suspicious emails 

 Do not open or execute any attachments included in such emails 

 Do not respond to, reply to, or otherwise engage with suspicious emails 

 Delete suspicious emails immediately upon receipt 

 Under no circumstances should personal, confidential, or authentication information be 

provided in response to such emails 

 

Information security is treated with the utmost importance, and ongoing efforts are being 

made to address and mitigate fraudulent activities. We appreciate your continued cooperation 

and vigilance. 


